**СВЕДЕНИЯ О РЕАЛИЗУЕМЫХ ТРЕБОВАНИЯХ К ЗАЩИТЕ ПЕРСОНАЛЬНЫХ ДАННЫХ В СООТВЕТСТВИИ С РАЗДЕЛОМ**

**3. МЕРЫ, ПРИМЕНЯЕМЫЕ ДЛЯ ЗАЩИТЫ ПЕРСОНАЛЬНЫХ ДАННЫХ, ПОЛИТИКА В ОТНОШЕНИИ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**

**ГБУЗ АО «АРХАНГЕЛЬСКИЙ ГОСПИТАЛЬ ДЛЯ ВЕТЕРАНОВ ВОЙН»**

**Защита персональных данных**

1. Политика в отношении обработки персональных данных в Государственном бюджетном учреждении здравоохранения Архангельской области «Архангельский госпиталь для ветеранов войн» (от 10.11.2015г.);
2. Положение об организации работы с персональными данными (пациентов) (приложение № 1 к Приказу № 844-О от 19.11.2015г.);
3. Заявление на обработку персональных данных (приложение № 2 к Приказу № 844-О от 19.11.2015г.);
4. Список работников учреждения, уполномоченных на обработку персональных данных пациентов и обеспечивающих обработку персональных данных в соответствии с требованиями федерального закона (приложение № 3 к Приказу № 844-О от 19.11.2015г.);
5. Положение о хранении и использовании персональных данных работников государственного бюджетного учреждения здравоохранения Архангельской области «Архангельский госпиталь для ветеранов войн» (приложение № 1 к Приказу № 811-О от 10.11.2015г.);
6. Заявление (согласие) на обработку персональных данных (работников) (приложение № 2 к Приказу № 811-О от 10.11.2015г.);
7. Обязательство о неразглашении сведений (работников) (приложение № 3 к Приказу № 811-О от 10.11.2015г.);
8. Информационное письмо о внесении изменений в сведения в реестре операторов, осуществляющих обработку персональных данных (исх. № 01-07/1154 от 28.10.2015г.);
9. Должностная инструкция Ведущего специалиста по защите информации;
10. Должностная инструкция Программиста;
11. Положение о порядке обращения со служебной информацией ограниченного доступа в государственном бюджетном учреждении здравоохранения Архангельской области «Архангельский госпиталь для ветеранов войн» (приложение № 1 к Приказу № 842-О от 19.11.2015г.);
12. Перечень служебной информации ограниченного доступа (приложение № 2 к Приказу № 842-О от 19.11.2015г.);
13. Перечень защищаемых помещений и лиц, ответственных за их эксплуатацию (приложение № 3 к Приказу № 842-О от 19.11.2015г.);
14. Перечень лиц, допущенных работать с автоматизированной системой ГБУЗ АО «ГВВ» (приложение № 4 к Приказу № 842-О от 19.11.2015г.);
15. Алгоритм работы должностных лиц по приведению системы защиты персональных данных, обрабатываемых в информационных системах, в соответствии с требованиями руководящих документов (от 29.04.2013);
16. Требования по обеспечению защиты информационных систем персональных данных в соответствии с классификацией и условиями обработки персональных данных (от 29.04.2013);
17. План по приведению системы защиты персональных данных, обрабатываемых в информационных системах, в соответствии с требованиями нормативно-правовых документов (от 29.04.2013);
18. Положение по организации и проведению работ по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных ГБУЗ АО «ГВВ» (от 26.12.2017 г.);
19. Требования по обеспечению безопасности персональных данных при их обработке в информационной системе персональных данных (от 29.04.2013);
20. О назначении лица, ответственного за организацию обработки персональных данных в ГБУЗ АО «ГВВ» (Приказ № 33-О от 06.03.2017 г. «Об организации работ, связанных с обработкой и защитой персональных данных»);
21. Должностная инструкция лица, ответственного за организацию обработки персональных данных в ГБУЗ АО «ГВВ» (приказ № 33-О от 06.03.2017 г);
22. Список работников, имеющих разрешение на доступ к персональным данным граждан, обрабатываемым в связи с обращением за медицинской помощью в ГБУЗ АО «ГВВ», для выполнения ими служебных (трудовых) обязанностей и обеспечивающих обработку персональных данных в соответствии с требованиями федерального закона (приказ № 33-О от 06.03.2017 г);
23. Список работников, имеющих разрешение на доступ к персональным данным работников ГБУЗ АО «ГВВ», для выполнения ими служебных (трудовых) обязанностей и обеспечивающих обработку персональных данных в соответствии с требованиями федерального закона (приказ № 33-О от 06.03.2017 г);
24. Список работников, имеющих разрешение на доступ к персональным данным граждан в связи с рассмотрением обращений граждан, для выполнения ими служебных (трудовых) обязанностей и обеспечивающих обработку персональных данных в соответствии с требованиями федерального закона (приказ № 33-О от 06.03.2017 г);
25. Правила осуществления внутреннего контроля соответствия обработки персональных данных требованиям к защите персональных данных, установленным Федеральным законом «О персональных данных»» (приказ № 33-О от 06.03.2017 г);
26. Перечень информационных систем персональных данных (ИСПДн), в которых должна быть обеспечена безопасность информации (приказ № 33-О от 06.03.2017 г);
27. Перечни персональных данных, обрабатываемых в ГБУЗ АО «ГВВ» в связи с реализацией трудовых отношений, а также в связи с осуществлением медицинской деятельности (приказ № 33-О от 06.03.2017 г);
28. Перечень персональных данных, подлежащих защите в информационных системах персональных данных ГБУЗ АО «ГВВ» (приказ № 33-О от 06.03.2017 г);
29. Правила рассмотрения запросов субъектов персональных данных или их представителей в ГБУЗ АО «ГВВ»» (приказ № 33-О от 06.03.2017 г);
30. О работниках, которым разрешены действия по внесению изменений в базовую конфигурацию информационных систем и системы защиты персональных данных ГБУЗ АО «ГВВ» (приказ № 171-О от 26.12.2017г.);
31. Об обеспечении безопасности материальных носителей персональных данных в ГБУЗ АО «ГВВ» (приказ № 172-О от 26.12.2017г.);
32. О формировании [листк](consultantplus://offline/ref=B562E24C36CC01D06F2D77B55B9E040AE083123502CDA7D62A60C3E55583C5468D8E3B4CE8CE7ED7442CL)а нетрудоспособности в виде электронного документа, подписанного с использованием усиленной квалифицированной электронной подписи медицинским работником и медицинской организацией (приказ № 128-О от 23.10.2017г.)

**Информационная безопасность**

1. Рекомендации по обеспечению безопасности информации с использованием сертифицированных средств криптографической защиты (от 29.04.2013);
2. Положение по обеспечению безопасности информации в автоматизированной системе организации (от 29.04.2013);
3. Положение по формированию «Перечня сведений, составляющих информацию конфиденциального характера» (от 29.04.2013);
4. Характеристики по уровню защищенности (от 29.04.2013);
5. Инструкция по установке, модификации и техническому обслуживанию программного обеспечения и аппаратных средств автоматизированной системы (от 29.04.2013);
6. Инструкция Правила доступа и использования локальной вычислительной сети (от 29.04.2013);
7. Инструкция по работе с ключевыми носителями в автоматизированной системе (от 29.04.2013);
8. Инструкция по обеспечению работоспособности локальной вычислительной сети (от 29.04.2013);
9. Инструкция по организации антивирусной защиты автоматизированной системы (от 29.04.2013);
10. Инструкция по безопасности на рабочем месте оператора рабочей станции (от 29.04.2013);
11. Инструкция по внесению изменений в списки пользователей и наделению их полномочиями доступа к ресурсам автоматизированной системы (от 29.04.2013);
12. Инструкция Правила использования средств криптографической защиты информации в системе представления информации в электронном виде по телекоммуникационным каналам связи (от 29.04.2013);
13. Модель угроз безопасности персональных данных. Информационная система персональных данных «Бухгалтерский и кадровый учет»;
14. Модель угроз безопасности персональных данных. Информационная система персональных данных «Медицина»;
15. Об утверждении перечня мер, направленных на выполнение требований законодательства Российской Федерации в области защиты информации с использованием средств криптографической защиты (приказ № 170-О от 26.12.2017г.);